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VA3BUMOCTD NEPEUYMCJEHNUSA YYETHBIX 3AIIMCEN B KOPIIOPATUBHBIX
WI-FI CETSAX HA BA3E MICROSOFT NPS

B.IL Jlock, A.I'. UBanoB, P.E. IIpocBeToB

C pa3BuTHEM MOOWIBHBIX KOMIIBIOTEPOB M YMHBIX YCTPOMCTB Bce OOJbIIE OpraHu3auui
BHEAPSIIOT KOPIIOPAaTHBHBIE OECIIPOBOIHBIC CETH, OPUCHTHPOBAHHBIC Ha COBPEMEHHBIC CTaHAAPTHI
Oe3omacHocTH. OIHUM M3 KIIFOYEBBIX JJIEMEHTOB TaKUX CEeTeH sBIIsieTCS Mcroib3oBaHHMe Enterprise-
ayTeHTH()UKAaMH Ha ocHOBe Radius-cepBepa, cpeam KOTOPBIX HIMPOKO pacmpocTpaHeH Microsoft

Network Policy Server (NPS).

OTOT cepBep TpHUBICKAaeT BHUMaHHWE Ojarojaps IIPOCTOTE

pa3BepTHIBaHUS W YOOOHOH HWHTErpalyy C CYIIECTBYIOIIEH DOMEHHOW HH(pacTpyKTypou Active
Directory, 4To JesaeT €ro BOCTPEOOBaHHBIM PEIICHUEM JUISl IIEHTPAIM30BAaHHOW ayTeHTH(UKAIMN
nonb3oBareneil. B xone mpoBeneHHOro MccieqoBaHMs ObUI BBIABICH HemoctaTok Microsoft NPS,
MO3BOJISIOIIMI HEaBTOPH30BAaHHBIM IIOJIB30BATEIISIM TIEPEUHCIIATh YUETHBIE 3aIlCH KOPIOPATHBHOTO
JoMmeHa. B Hacrosmel paboTe moapoOHO paccMaTpuBaeTcst JaHHbIN HEJOCTATOK, BBINOTHACTCS aHAIH3
MEXaHH3MOB U CHOCOOOB €ro JKCILTyaTallMd, a Talke NPEAaraeTcss METOJl aBTOMAaTH3MPOBAaHHON
peanu3anuy aTaku. B 3aBeplIeHHH NPHUBOIATCA PEKOMEHAAIMM MO YCTPAHEHHIO OOHApYKEHHOI'O

HEIOCTATKa.
KiroueBble ciioBa:

BBenenue

[Tocne 3aBepmienus nangemuu COVID-19 B
Poccuiickoit ®denepanuy MHOTHE OpraHU3alMU
Hayajii BO3BpaIllaTh COTPYIHUKOB B OQUCHI, UTO
CHENajJ0  aKTyaJlbHOW  3aJayy  CO3JaHHs
KOM(OPTHBIX yCIIOBUI paboTsI [1].
CoBpemeHnHble MH()OPMAIMOHHBIE TEXHOJIOTHH
IpeAJIaraoT IHUPOKUM CHEKTP pEUIeHUH Uit
MTOBBIIICHUS yao0cTBa B 0o HCHBIX
MPOCTpPaHCTBaX U APGEKTUBHOCTH pPabOTHI C
KOPIOpaTUBHBIMU pecypcaMu. B ycioBusix
pactymeid mudpoBu3zanuu  pabodei  cpebl
KOMITaHUU BCE aKTHUBHEE BHEJPSIOT
UHTEJJIEKTyallbHbIE ~ CHUCTEMBl  yNpaBJICHMUS,
HamnpaBjlIeHHblE Ha ONTHUMM3aLUI0 Ou3Hec-
MIPOLIECCOB u MOBBILICHHE ruoKocTu
UHOPACTPYKTYpbl. ITO BKIIOYAaeT B cedd
aBTOMATHU3ALIHIO pabounx MIPOCTPAHCTB,
IpUMEHeHHe  OONayHbIX  CEpBUCOB  JUIA
yAAJ€HHOTOo JOCTyna M 0Oojee aKTUBHOE
UCMOJb30BaHUE MOOMJIBHBIX  YCTPOMCTB B
MTOBCEIHEBHOM /1€ATEIbHOCTH COTPYIHUKOB.

Ha ¢one »TuX u3MeHeHUH MHOTHe
KOMITAaHUM TMEPEXOAST K KOHIEMIIUUA OTKPBITHIX
oucHBIX TpocTpaHCTB (open space), TIae
COTPYJIHUKU HE UMEIOT 3aKPEIIEHHBIX paboynx
MmecT. Takas Mozaenb MOBBIIIAET MOOUIBHOCTD
nepcoHasia, Ho TpeOyeT THOKOW W HaJIeKHOU

6€CHp0BOILHHe CCTH, NCPCUYHCIICHUC HOHBSOBaTeJ’Ieﬁ, Enterprise—ceTL,
YA3BUMOCTD, HEAOCTATOK, KCILUTyaTalnus, SKCILIOMT.

obecrieyeHuss MOOMJIBHOCTH COTPYJHHMKOB H
opraHu3anuy ruOKoro pabodyero mpocTpaHCTBa
KOMIIaHUU MCIIOJIBb3YIOT OeCIpOBO/IHBIE CETH,
o0ecnieunBaoIne yA0OHBIN U
MaciTabupyemslii TOCTyll K KOpPIIOPATHUBHBIM
pecypcam.

CymectByet HECKOJIbKO croco0oB
OpraHu3anuu OecCHpOBOIHBIX KOPIOPATHBHBIX
ceTel, BKIII0Yas OTKPBIThIE CETH, CETH C O0IIUM
kimouyoMm  (Pre-Shared-Key, PSK) u ceru
cranfapta Enterprise. Ilocneguuii BapuaHT
cuuTaercsi Hambosee Oe30MacCHbIM, MOCKOJIBbKY
HCIIOJIB3YET LEHTPAIN30BaHHYIO
ayTEeHTU(UKALINIO IIOJIB30BaTENEN yepes
yUYeTHbIE JaHHbIE WK cepTUUKaThI [3].

HecmoTps Ha  akTUBHOE  BHEJpEHHE
MOJUTUKH HMMIIOPTO3aMEIleHUs], MTPOrpaMMHBbIE
npoaykTel Microsoft mo-npexxHeMy HIMPOKO
HCIOJIB3YIOTCA B POCCHUMCKUX OpraHM3alusX, a
3HAYUTENIbHAs YaCTh KOPIOPATUBHBIX YCTPOMCTB
IIPOJOJIKAET (YHKIIMOHUPOBATH oJ
ynpasienueM OC cemeiictBa Windows [4].
BHenpenune OecnpoBOJHBIX ceTeil craHmapTa
Enterprise nHa 6a3ze Microsoft Network Policy

Server (NPS) MO3BOJISIET KOMITaHUSIM
IEHTPATU30BAHHO YIPABIIATH JOCTYIIOM K CETH
u MPUMEHSITh pa3InyHbIe METO/IbI

ayTeHTU(UKauuu 10 TnpoTokony Extensible

CeTeBOM UH(PACTPYKTYPHI [2]. Hns  Authentication Protocol (EAP), Bkmouas
©Jlocs B.II., UBanoB A.T"., [Ipocseros P.E., 2025
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VSA3BUMOCTD [NEPEUYKMCJIEHNS YUETHBIX 3AIMCEM B KOPIIOPATUBHbBIX WI-FI CETAX ...

Oc30ImacHbIC HA MOMCHT HamucaHus ctatbl EAP-
TLS u PEAP-MS-CHAPvV2 [3].

OgHako HCCCIOBAHUE mporecca
ayreHTH(UKanuu OecripoBonHbIX Enterprise-
ceTel, GYHKIMOHUPYIOIIUX C HMCIIOJb30BAaHHEM
Microsoft ~ NPS,  BbIABIIO  ySI3BHUMOCTD,
MTO3BOJISFOIIYIO 3JIOYMBIIIICHHHKAM OIPEICIISTh
HAJIMYWE YYETHBIX 3alHCEd B KOPIMOPATHBHOM
noMmeHe. JlaHHas OCOOCHHOCTH MOXET OBITh
UCIIONIb30BaHA N1 (OPMHUPOBAHUS  CIIHCKA
I0JIb30BATEICH W JaJbHEHIEro Pa3BUTHS aTak
Ha MX yYETHBIC 3aIHCH.

1 Teoperuueckoe 000cHOBaHME
CYIIECTBYIOLET0 HeI0CTATKA

1.1 IIpouecc NMOAKJIIOYeHH s K
O0ecnipoBoaHbIM Enterprise-cersim

Hnst MMOCTPOEHUSA 3alIMIIEHHON
OecrpoBOIHOM UHGPACTPYKTYPHI
KOPIIOPaTHBHOTO YPOBHS KOMITaHUHU

UCIONB3YIOT ceTu craHgapta Enterprise. B

orimmune ot PSK-cereit, Takou
0asupyeTcss Ha [EHTPaTN30BAaHHOU
ayTeHTU(UKALUKA, YTO T[OBBIIIAET
0e30macHOCTH U ympasisieMocTd. B cpene
Microsoft peanuzanust 3TOro  MexaHuU3Ma
ocymectBisiercs yepe3 Network Policy Server,
KOTOpBI sABNseTCs KommoHeHToM Windows
Server u B3aumoaercTByer ¢ Active Directory.

Ucnons3zoBanne Microsoft NPS B pomu
RADIUS-cepBepa no3BoJseT aAMUHUCTpATOPam
LUEHTPATU30BaHHO  YIPABIATH  MOJIUTUKAMHU
JOCTYNa W KOHTPOJMPOBATH  IPOLECC
MOJKIIIOUEHUST KIMEHTOB K ceTh. OH BKIIIOYaeT
HECKOJIbKO JTaroB: OOHAapy>KEHHE IOCTYIMHBIX
ceTeil, WHUIMAIM3ALHUIO  ayTeHTU(UKAIUH,
nepefady y4yeTHbIX JaHHBIX Ha cepBep NPS, ux
MPOBEPKY U  YCTAHOBJICHHWE 3aIIUIIEHHOTO
coenuHeHus [S]. JlaHHBINM TTpolIeCC MOXKET OBITH
MIPEJICTAaBJICH B BUJE CXEMBbI, OTPAKEHHOU Ha
puc. 1.

MOJIX0JT
cucreme
YpOBEHb

1. OOHapy:#eHue W BbIGOp TOYKM gocTyna

5. llnhpoBAHKME OAHHLIX M MPOBEDPEA LENOCTHOCTH
{Hauyano uHd. obmeHa)

< >

ﬁ H 34
P N &
K Touka
WeHT focTyna RADIUS-cepeep

2. MHHUMANK3AUMA ayTEHTHRHKALMA MO NpoTokony 802.1x

3. BeinonHeHWe ayTeHTHdUEaLMK Yepes EAP

4. ¥CTaHOBKA 2aWMILEHHOTO COeHHEHHA
(PacnpeneneHue KnYeH)

Puc. 1. Cxema nogkimrodeHns KIMeHTa K 6ecripoBogHol Enterprise-cetn
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1.1.1 O0Hapy:xxeHne H BbHIOOP TOUYKH

AocTyna
KnnenTckoe yCcTpOMCTBO — OCYLIECTBIISIET
CKaHUPOBAaHHWE  JOCTYNHBIX  OECHpPOBOJHBIX

CETeH, HCIHOJIb3Yys AKTUBHBIE WM IACCUBHBIC
MeTonel. B mpomecce  aTOoro  aHanmsa
uccneaytores kaapsl Beacon u Probe Response,
KOTOpBIE TMepelaloTcs TOYKaMH JOCTyna H
coziepkaT HMHGOPMAIMIO O TOAJIEPKUBACMBIX
MexaHh3Max Oe30IaCHOCTH, TaknX Kak WPA-
Enterprise unu WPA2-Enterprise. Ecau Touka
nocTyna MOJJIEP>KUBAET Enterprise-
ayreutupukanuo, B e€ mapamerpax (IE,
Information Elements) yka3piBaeTcss Haau4ue
RSN (Robust Security Network) ¢ mexannzmamu
802.1X u EAP.

1.1.2 Uannmanu3zanmus ayTeHTH(PUKANMT
no nporokoiy 802.1X

Ha sTom 3Tame Touka 1ocTyna BBIIOJIHSET
¢bynkuio aBropuzatopa (Authenticator), a
KJIIMEHTCKOE€ YCTPOMCTBO JEHUCTBYET B POJIM
cynmukanta (Supplicant). AyrenTudukanus
OCYIIECTBJISIETCS TOCPEACTBOM mpoTokosa EAP,
00ecreunBaroIIero nepeaadyy y4eTHbIX JaHHBIX
Mexay kiueHtoM u cepsepom NPS (RADIUS)
4yepes TOUKY JOCTyTa.

[Tpouecc MHMLIMATM3UPYETCS C OTIPABKU
toukoii  moctyma  EAP-3ampoca  (EAP-
Request/Identity), Ha KOTOPBIH KIIMEHT OTBEYACT
unentudukatopom  (EAP-Response/Identity).
Hanee »TOoT wuAeHTU(UKATOp TeperaeTca Ha
cepep NPS, koTopsblii B X0/1€ B3aMMOJIEHCTBHUS C
Active Directory, ompenenser, Kakoid MeTOA
EAP Oyzaer ucmnosnn3oBaThCs ISl JallbHEHIIEH
ayTeHTU(UKALINH.

1.1.3 BeinostHenne
yepes EAP

B pesynbrare aHanu3a MOCTYNMBILIETO
uaeHTuUKaTopa KJINEHTA (EAP-
Response/Identity), NPS-cepBep  BbIOMpaeT
MOAJICPKUBAEMBI M DPA3PEIICHHBIA B JAaHHOMN
CeTH METoJ ayTeHTH(HKanuu. B 3aBucMMocTH
OT KOH(Urypanuu KOpPIOPAaTUBHON  CETH
BO3MOXXHBI pPa3IMYHbIe BapHAHTHI, BKJIOYAS
EAP-TLS, PEAP-MS-CHAPv2, EAP-TTLS,

ayTeHTHPUKAUNU

EAP-FAST 51 apyrue METO/BIL,
OpUEHTHUPOBAHHbBIE Ha KOHKpETHbBIE
OCOOEHHOCTH UHPPACTPYKTYPHI u

MOJIKITIOYaeMOro KJINEHTA.
B undpactpykrype Microsoft nHambonee

CHAPv2. Hx mnonymspHOCTb 0OYCJIOBJICHA
BBICOKOM CTEIICHBIO 0e30I1acHOCTH,
JIOCTUTAaeMOM 3a CUET HCIOJIb30BAHUS YUYETHBIX
3amuceit  Active Directory u  1udpoBbIX
ceprudpukaroB. EAP-TLS  mpemocrarmsier
ayTeHTU()UKALMI0O HAa OCHOBE KIHEHTCKUX H
CepBEPHBIX ceptuduKaTos, UCKJTIOYast
HEOOXOAMMOCTh  TepeJadd  Mapoyied, 4YTo
3HAYUTENIBHO  CHUXAEeT  BEPOSATHOCTh  UX
KoMIpoMeranuu. B cBoro ouepens, PEAP-MS-
CHAPvV2 peanu3yeT JBYXATallHbIA IIpoILiecC,
CHayaJla yCTAaHABJIMBAs 3alUUIEHHBIM TYyHHEIb
Ha ocHoBe TLS, a 3arem mnepenaBas y4eTHbIE
JIaHHBIE B 3alIM(PPOBAHHOM BUJIE.

1.1.4 YcraHoBJieHHeE 3alMINEeHHOT 0
COeIUHEeHHUS

[Tocne YCHEIIHOTO MIPOXOXKICHHS
ayTeHTH()HUKALMU TOYKA JOCTYIA U KIMEHTCKOE
YCTPOMCTBO OCYIIECTBIISIOT oOMeH
KpUNTOrpa@UUeCKUMU KIIIOYaMH JUIsl 3alllUThl
neperaBaeMblX  JaHHBIX.  OJTOT  MpoIlecc
BKIIIOYaeT reHepauuio Pairwise Master Key
(PMK) Ha ocHOBe ayTeHTH(PHKAIMOHHBIX
nanHbix EAP u ero nepenady Touke nocTtyna B
pamkax Access-Accept ot cepepa NPS. [lanee
BBIIIOJIHSETCSL ~ YETBHIPEXATANHBIA  MpoIecC
ycTaHOBKH Kirouei (4-way handshake), B xozxe
KOTOpPOT0 MOJATBEP)KIAETCS BIIAJICHUE KIOYaMU
Y YCTaHABIIMBAIOTCS OKOHYATEIbHBIE TAPAMETPHI
mdpoBanus, Bkiatoyas Pairwise Transient Key
(PTK) u Group Temporal Key (GTK).

1.1.5 IloaTBepxkneHue YCTAHOBKH
KJII0YeH M HAa4YaJl0 3aIMIIEHHOI0 o0MeHa
AAHHBIMU.

[Tocne 3aBepuieHuss mpouecca oOMeHa
KJIIOYaMHU  KIIMEHTCKOE YCTPOMCTBO MOIyYaeT
MOJHBIN JocTyn K ceTH. Ilepenaya qaHHBIX MpH
STOM OCYIIECTBIISIETCS B 3alIM(POBAHHOM BHUJIE,
yro  ofecrneuynBaeT  KOH(UAECHIHAIBHOCTb
nepeaaBaeMoil HHGOpMaIIIH.

1.2 Ocodennocte EAP-ayTrenTH(pHKaADNHN
B Microsoft NPS

Jns aHanm3a (bYHKIIMOHUPOBAHUS
mpoiecca YCTaHOBKH COETUHEHUS c
OecrpoBOTHOM Enterprise CETBIO,
peann30BaHHON C HCIOJNb30BaHueM Microsoft
NPS B kauectBe Radius-cepBepa, Obln
MOATOTOBJICH CTCH]I, UMEIOIUN
IIPEICTABICHHYIO HA PUC. 2 CETEBYIO CTPYKTYPY.

B  nokampHOW ceTtm, WO  axpecy

IITUPOKO MIPUMEHSFOTCS metoael  192.168.1.203, pasBepuyT Microsoft Windows
ayreutupukanuu EAP-TLS wu PEAP-MS- Server 2022, BeICTynmaroomud B poJx
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KoHTpoJuiepa nomeHa «study.localy. Ha nannom
y3Jie TakKe Pa3BEPHYTHI IEHTP cepThuduranmm
(Active Directory Center Services), mis
MOJAKIIIOUEHUsT K  OCCIpPOBOJHOM CETH C
UCIIOJIb30BaHUEM CEePTU(PHUKATOB, U CaM CepBeEp
ayreutupukanuu  (NPS). CereBas  TOuka
J0CTyMa, MPEACTaBIAONIas cOO0H KOMMYTaTOp
monenn «Cisco WAP 4410N», moctymeH 1o
anpecy 192.168.1.106. Ponb cereBoro nuito3za u

DHCP-cepBepa BBINOJHSIET MapuIpyTH3ATOP
«Xiaomi Redmi Router AC2100». B kauectBe
KIIMEHTCKOTO  yCTPOMCTBa  HCHOJIb30BAJICA
HOYTOYK, pyHKunoHupYytomwmii Ha 6aze OC «Kali
Linux 6.8.11». C pgaHHOrO YyCTpOWCTBa
BBINOJIHSJINCh OCHOBHBIE IPOBEPKH, a TaKXKe
JEMOHCTPUPOBAJIACh aTaka, MpeACTaBICHHAs B
paszzaene 2 HacToAIe paboThI.

MHTEpHET

Mapwpymizarop
(L3, DHCP-cepeep)
192.168.1.1

Microsoft Server 2022
(DC, NPS, AD CS)
192.168.1.203

-
0
-

KommyTaTop
(WPA2-Enterprise Touka goctyna) .
192.168.1.106

KnneHT DecnpoBogHON CETH

enterprise_lab2
(Android)

192.168.1.140

A==

[ s |

KnueHT GecnpoBogHOR CeTH
enterprise_lab2

{Kali Linux)
192.168.1.235

Puc. 2. Cxema ceTr J€MOHCTPaLlMOHHOTO CTeH 1A

B moarorosnennom nomene «study.local»
nMeeTcs HECKOJIBKO MpEeABAPUTEIILHO
CO3JIaHHBIX TMOJB30BATENEH — «ivany, «petr»,
«georgiy» u «mariay. [lepBsie 1Ba moab30BaTENA
o0JafaloT MPHUBWICTHUSMH HA TMOAKIIOUEHUS K
OCCIpOBOJTHOM  CEeTM C  HUCIOJIb30BAaHUEM
JIOMEHHBIX YYETHBIX NaHHBIX (Mexanu3m PEAP-
MS-CHAPv2), Torma kak TMOCIeIHHE IBa —
TOJILKO C HWCHOJB30BaHHWEM CepPTH(PUKATOB
(mexanu3sm EAP-TLYS).

Hcnone3yss CTaHAApTHYIO YTHIUTY JUIS
MOAKIIIOUEHUsT K OecnpoBogHbIM ceTsiMm B OC
Kali  Linux  (NetworkManager), ObLIO
BBITIOJIHEHO  YCTEIIHOE  TOJAKIIYCHHE K
MpeIBApUTENILHO HACTPOCHHON OecTpOBOTHOM
ceTu «enterprise lab2y», QyHKIIMOHUPYIOIIEH O
CTaHJApTy WPAZ2-Enterprise. IIponece
MTOAKITIOUEHUS, 3aIMYIIEHHBIN C UCTIOIb30BaAHUEM
BHEIIIHEH ceTeBou KapThl «ALFA

AWUS036ACH», Obu1 3aXBau€H HHCTPYMEHTOM
JUIs aHanu3a ceteBoro Tpaduka Wireshark (puc.
3).

PaccmaTtpuBasg  comepKuMoe — IIaKETOB
ayreHTHU(uKanuu no 802.1X, OTHpaBIEHHBIX U
MOJIYYEHHBIX YCTPOMCTBOM, MOKHO YBHJIETH,
YTO MPOLECC MOJKIIYEHUS K OecrpoBOAHOM
cetu Havancsi ¢ Request/Response 3ampocos
Identity. ITocne 3Toro ObUT BBINOJIHEH MPOLECC
COTJIACOBAHUS MPOTOKOJIA /ISl OJAKIIIOUEHHS (B
Hamem cimyyae, EAP-PEAP), a Takxe
MoceAytolee IpPOX0oXkKACHUE ayTeHTU(PUKAIH
o naHHomy mporokoiy. Ilocie ycnemHoro
MTOJTyYEHUS MaKeTa 00 YCIENIHOU
ayreHTH(ukanuu (EAP-nmaket «Success»), ObL10
OCYIIECTBJIEHO CTaHIApTHOE 4-X  3TalHoe
pyKomokaTtue, B pe3yjbTaTe KOTOPOTo ObUIM
MOJIyYE€Hbl KJIIOYM WU YCTAHOBJIEHO YCIEIIHOE
MOJIKJIFOUYEHHUE K CETH.
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File Edit View Go Capture Analyze Statistics Telephony Wireless Tools Help

R Apply adisplay filter ... <Ctrl-/>

No. Destination
Alfa_af:64:b7

66:9e:13:87:46:67

Source
66:9e:73: 87 46:67

Time

1 0.000000000
2 ©.000357881
3 0.019144884
019786406
.036631194
.036812397
.042015342
.051830714
.066405921
.066771968
.105658805
.105822208
.120300071
.120511897
.129115531
129705981
.141372154
141636645
.149747413
.150182788
.161823275
.161823517
162603432
.170886905
.171147434

Protocol Length Info

EAP 23 Request, Identity

EAP 27 Response, Identity

EAP 24 Request, Protected EAP (EAP-PEAP)

TLSv1.2 218 Client Hello

EAP 1414 Request, Protected EAP (EAP-PEAP)

EAP 24 Response, Protected EAP (EAP-PEAP)

TLSvi.2 748 Server Hello, Certificate, Server Key Exchange, Certificate Request, Se..
TLSV1.2 198 Certificate, Client Key Exchange, Change Cipher Spec, Encrypted Handsha..
TLSv1.2
EAP
TLSvi.2
TLSv1.2
TLSv1.2
TLSv1.2
TLSvi.2
TLSv1.2
TLSv1.2
TLSv1.2
TLSv1.2
TLSv1.2
EAP

Alfa_af:64:b7
66:9e:13:87:46:67
Alfa_af:64:b7
66:9e:13:87:46:67
Alfa_af:64:b7
66:9e:13:87:46:67
Alfa_af:64:b7
66:9e:13:87:46:67
Alfa_af:64:b7
66:9e:13:87:46:67
Alfa_af:64:b7
66:9e:13:87:46:67
Alfa af:64:b7
Alfa_af:64:b7

79 Change Cipher Spec, Encrypted Handshake Message

24 Response, Protected EAP (EAP-PEAP)
54 Application Data

58 Application Data

69 Application Data

58 Application Data

83 Application Data
112 Application Data
100 Application Data

55 Application Data
124 Application Data
124 Application Data

22 success

135 Key (Message 1 of 4)
135 Key (Message 2 of 4)
169 Key (Message 3 of 4)
113 Key (Message 4 of 4)

Alfa_ af 64 b7
66:9€:73:87:46:67
Alfa_af:64:b7
66:9e:73:87:46:
Alfa_af:64:b7
:87:46:67

Alfa_af:64:b7
66:9e:f3:87:46:67
Alfa af:64:b7

Alfa_af:64:b7
66:9e:13:87:46:67

26 0.183451747 255.255.255.255 DHCP 337 DHCP Discover - Transaction ID 0x46564363

27 0.195550295 ffe2::16 ICMPVE 90 Multicast Listener Report Message v2

28 0.225461499 :: ffe2::1:ff57:234f ICMPV6 86 Neighbor Solicitation for fe80::9121:c23:eb57:234f
29 0,269910857 192.168.1.1 192.168.1.242 DHCP 342 DHCP offer - Transaction ID 0x46564363

30 0.270295101 0.0.0.0 255.255.255.255 DHCP 349 DHCP Request - Transaction ID 0x46564363

31 0.283074388 192.168.1.1 192.168.1.242 DHCP 358 DHCP ACK - Transaction ID 0x46564363

Puc. 3. Ycnemnoe nmoakmodenne k OecipoBognoit Enterprise-cetn

OnucaHHbI IpolLlecC MMOJAKIIIOUEHUS K
0ecrpoBOJIHOW TOYKE JOCTYIA BBIMOJHAJICS C
HCIIOJIb30BAHUEM  JICHCTBUTEIBHBIX  YYETHBIX
JTaHHBIX I10JIb30BATENS «ivany (JOMEHHbIH JIOTHH
u mnapoisib). [Ipy mnonbpITKE MNOAKIIOUEHUS C

File Edit View Go Capti Analyze Statistics Telephony Wireless Tools Help

HEJICHCTBUTEIILHBIM  TIApPOJIEM  T0JIb30BATEINS
«ivany, mpoIiecc MOAKJIIOUEHHUS OCTaHABINBAJICS
nepea 0XHAaeMbIM 3TaroM mosydeHusi EAP-
MaKera, COO00IIaIUM o0  ycmeurHoi
ayrentuukanuu y RADIUS-cepBepa (puc. 4).

R Apply a display filter ...
No.

<Ctrl-/>

|Source | Pt

Time rotocol

| Destination
008000000 f:
0o03

66 9e: f3 7:46:
Alfa_af:64:b7
66:9e:f3:87:46:
Alfa_af:64:b7
66:9e:13:87:46:
Alfa_af:64:b7
66:9e:73:87:46:
Alfa_af:64:b7
66:9e:73:87:46:
Alfa_af:64:b7
66:9e:73:87:46:
Alfa_af:64:b7
66:9e:13:87:46:
Alfa_af:64:b7

.016130544
. 032755225
.032904041
.038533663
. 049686358
. 060876529
.061200278
.070592864
.070744006
.076586873
.076757375
.090279774
.090959308
.102653667

PoOX~NOO A
[cRoNoNoNoNoNoNo RO

[
N
@

66:9e:f3:

» 802.1X Authentication
~ Extensible Authentication Protocol
Code: Response (2)

Length Info
23 R quest Identit

218 Client Hello
1414 Request, Protected EAP (EAP-PEAP)
24 Response, Protected EAP (EAP-PEAP)
748 Server Hello, Certificate, Server Key Exchange, Certificate Request, Se..
198 certificate, Client Key Exchange, Change Cipher Spec, Encrypted Handsha..
79 Change Cipher Spec, Encrypted Handshake Message
24 Response, Protected EAP (EAP-PEAP)
54 Application
58 Application
69 Application
58 Application
83 Application
112 Application
106 Application

» Frame 2: 27 bytes on wire (216 bits), 27 bytes captured (216 bits) on i
» Ethernet II, Src: Alfa_af:64:b7 (@0:c@:ca:af:64:b7), Dst: 66:9e:f3:87:4 0010 00

Data
Data
Data
Data
Data
Data
Data

000 66 Se f3 B7 46 67 0O cO

ca af 64 b7 88 8e 91 6@ f
09 02 00 @0 09 01 EHNNEENGINGE c

GT:

Puc. 4. ITonbiTka IOJKIOYCHUA K Enterprise—ceTH C HCZ[CﬁCTBPITeJILHBIM MapoJjieM CymeCTBYOMICIO MOJIb30BaTCIA

[IpencraBnenHsle paHee HONBITKM  PAaCCMOTPEHHOM METOJIOJIOTUH IMOJAKIIOYEHUs K
MOJKIIOYEHUS! OT HMEHM CYIIECTBYIOIIETO B  OecHpOBOIHOM Enterprise-ceru. Opnaxo
JIOMEHE  T[IOJIb30BaTeNsl  «ivan»  SBIAIOTCS  OTIMYUS  HA4YMHAIOT  [POUCXOAUTH  IIPH
0’KHJJAEMBIMU u HE IPOTUBOpEYAT HWHULHUAIN3ALMKA  TOAKIIOYEHUS OT HMEHH
HHDOOPMAIIUA U FE30ITACHOCTA. 2025. T. 28. Buin. 2 211
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M0JIb30BATENs], HE CYIIECTBYIOLIETO B JOMEHE (K
IpUMepy, TOJIB30BATENS «Semen»), 9TO MOKHO
YBUJIETh Ha pUC. 5.

[Moaxrouenue k 6eCpOBOAHON CETH BHOBh
HaunHaeTcsi ¢ Request u Response 3ampocoB
Identity. OnmHako, cpa3y mociie HUX, OT TOYKH
noctyna noctynaer EAP-maker, coobmaromuit
06 ommoOke («Failure»). Takoe mnoBeneHue

File Edit View Go Capture Analyze Statistics Telephony Wireless Tools Help

AODAE cBRRB 2 « »n «>B = oo ol

R Apply a display filter ... <Ctrl-/>

Source
6

EAP 23

2

[Protocol|Length Info
quest, Ident
1)

00BSCHSIETCS TEM, UTO MpeacTaBieHHbI B EAP
Response monp3oBarens «semeny OTCYTCTBYET B
Oaze JTAHHBIX 10JIb30BaTEIEH JIOMEHa
«study.local». ITo 3To# npuunHe, OCYIIECTBIATH
COITACOBAaHUE IIPOTOKOJA TOJKIIOYCHHS, C
MOCIIEAYOIIUM MIPOXOXKACHUEM
ayTeHTU(UKalUK HE UMEET CMbICa — OHa Oyzer
3aBEJIOMO HEYCITICIIHOM.

28 Resnonsé. Identity

22 Failure

» Frame 2: 28 bytes on wire (224 bits), 28 bytes captured (224 bits) on i 0000 66 9e¢ f3 87 46 67 80 c®@ ca af 64 b7 88 8e 01 00
» Ethernet II, Src: Alfa_af:64:b7 (©0:c@:ca:af:64:b7), Dst: 66:9e:f3:87:4 0010 00 0a 62 00 00 Pa @1 73 65 6d 65 6e

» 882.1X Authentication
~ Extensible Authentication Protocol
Code: Response (2)
Id: ©
Length: 1@
Type: Identity (1

Identity: semen

ceFges oedeeee

Puc. 5. [TombiTka mogkiroueHus k Enterprise-ceTr OT IMEHHU HECYIIECTBYIOIIETO MOJIB30BATEIS

JletanbHO  pPacCMOTpPEB  BBINIOJIHEHHBIE
HOTIBITKA YCTaHOBKH COEUHEHUS c
0ecrpoBOJHOW  TOYKOW  JOCTyHa, MOKHO

IPOCIIEAUTE OCOOEHHOCTh (PYHKLMOHUPOBAHMS
NPS-cepBepa Microsoft, BeICTyaromiero B posiu
RADIUS-cepBepa. Ecnum ums mnosb3oBarens,
OCYIIECTBIISIOLIETO MOJIKJIIOUEHNE K
0ecrpoBOJTHOM TOYKE JOCTyIa, OTCYTCTBYET B
0a3e JaHHBIX MOJB30BATEICH KOPHIOPATHBHOTO
JIOMEHa, TO TaKoe€ MOAKIIOYEHUE Ccpasy
CUMTaeTcsl HeyclemHbM. B ciydae, eciu
II0JIB30BATEIb CYIIECTBYET, TO HHHUIMHPYETCA
MpoLecC MOJAKIIOYEHHsS] K OeclpoBOJHON CeTH,
OKaHYMBAIOIIMNCA, B  Cllydae KOPPEKTHO
MEepPEJaHHbIX JAHHBIX, YCHEIIHON YCTaHOBKOM
coeMHeHus, MO0, B ciydae HEKOPPEKTHOM
NepeIaHHbIX TaHHBIX, OMTHNOKOH.
JlonomHUTENbHO  OBIJIO  OCYLIECTBJIEHA
MOTNBITKA TOAKIIOYEHUsSI K OECIPOBOIHON CETH
OT  HWMEHHU I10JIb30BaTENs, UMEIOLIETO
BO3MOXKHOCTb NPOXOJUTh  ayTEHTHU(PHUKALHIO
TONBKO 10 cepTudukaty (mporokon EAP-TLS).
AHanorn4Ho ciydaro ayreHTudukauu mo EAP-
PEAP, B cimyuae cyiiecTBOBaHUS 10JIb30BaTEN,
MHULMUPYETCS MPOLIECC COIVIACOBAHUS METOJa

ayTeHTU(UKAMA, a eCId K€  TaKoro
[0JIb30BaTENsl HET — mosiBisgercs omuoOka. Ha
puc. 6  mpencTaBieHBl  JBE  IONBITKU
MOJIKJIIOYEHHUSI C MCIIOJIb30BaHUEM CIIy4YaiHOTo
cepTH(HKaATa — MepBast BHIMOIHACTCS OT UMEHH
HECYIIECTBYIOIIETO  Mojb3oBaTens  «alexy,
BTOpass — OT WMEHH CYIIECTBYIOIIETO
MIOJIb30BATENS «ZEOrgiy».

HeoOxomumMo Takke OTMETHTh, YTO TIPH
MIOTIBITKE BBIMOJIHUTH IMOJKIOYEHUE OT UMEHH
MOJTb30BATENSl  «ZEorgiy» ¢ WCIOIb30BaHUEM
yuetHeix gaHHbIXx (EAP-PEAP), RADIUS-
CepBEP COOOIIUT O HAMEPEHUU CMEHHUTH METO]I
ayreHTu(ukanuu Ha EAP-TLS, o ceptudukary
(puc. 7). JlaHHO€ TOBEIEHHUE MOXKET TaKXKe
paccMmaTtpuBaThCs, Kak KOHCTatauus (Qakra
HAIMYHAS TPEJCTAaBICHHOTO IOJ30BAaTENsl B

KOpHIOpaTuBHOM JOMCHC. Ha IIPaKTUKE
ITOJIYUYCHHOC 3aKJIFOYCHHEC IIO3BOJIACT
YCTAaHOBUTD, YTO IJIA SKCILTyaTallu HEAOCTATKa
HE BaXXCH PICHOJ'II)?:YGMBIﬁ MEXaHU3M

ayreHTH(uKanuu B OecripoBoaHoi Enterprise-
CETH — C UCTIOJIb30BaHNEM YUETHBIX JaHHBIX HIIH
o cepTU(UKATY.
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AOA® s BRR 2 ¢« » 1 « » R oo ol

R Apply a display filter ... <Ctrl-/>

No. |Time [Source 'Destination Protocol -Length.ldentity 'Info
000000000 66 23 Request, Ident

.675062134 66
.675381030 Alfa
.693612443 66:9e:
-695102895 Alfa_a
. 713044050 66:9
.713224838 Alfa_a
.721079237 66:9

Request, TLS EAP (EA
Client Hello
Request, TLS EAP (EAP-TLS)
Response, TLS EAP (EAP-TLS)

TLSv1.2 Server Hello, Certificate, Server Key Exchange, Certificate Request,

Response, TLS EAP (EAP-TLS)

Request, TLS EAP (EAP-TLS)

Response, TLS EAP (EAP-TLS)

Alert (Level: Fatal, Description: Access Denied)

Response, TLS EAP (EAP-TLS)

Failure

8 LH
.742005743 Alfa 8 146: EAP

.810659238 66:9 Y ¢ EAP
.810874656 Alfa :64: :9e: :46: EAP

.848031818 66:9e:3:87:46:67

4
» Frame 2: 27 bytes on wire (216 bits), 27 bytes captured (216 bits) on i 0000 66 9e f3 87 46 67 00 cO ca af 64 b7 88 8e 01 00 f..-
» Ethernet II, Src: Alfa_af:64:b7 (00:cO:ca:af:64:b7), Dst: 66:9e:f3:87:4 0010 60 09 02 G0 €0 09 61
» 802.1X Authentication
~ Extensible Authentication Protocol

Code: Response (2)

Id: ®

Length: 9
Type: Identit 1)

dentity: alex

Puc. 6. IIpoBepka Hann4us HEAOCTATKA IPH ayTCHTU(PUKAINHK TI0 TpoTokoiay EAP-TLS

File Edit View Go Capture Analyze Statistics Telephony Wireless Tools Help

AOAG s RRM@ a2 ¢ >0 «>»EE oo ol

R Apply a display filter ... <Ctrl-/>

Destinatiol Protocol 'Length Info
:6 EAP equest,

No. Source

23723 fa_a g 3 Legacy

4 0.0
5 0.030554317 66 22 Failure

» Frame 2: 30 bytes on wire (240 bits), 36 bytes captured (240 bits) on i 0000 66 9e f3 87 46 67 00 cO ca af 64 b7 88 8e 01 ---Fg-- --d-:

» Ethernet II, Src: Alfa_af:64:b7 (00:cO:ca:af:64:b7), Dst: 66:9e:f3:87:4 0010

» 802.1X Authentication

~ Extensible Authentication Protocol
Code: Response (2)
Id: ©
Length: 12

d |

00 Oc 02 0@ 00 Oc 01 67 65 6f 72 67 69 79

Puc. 7. lonbITka MpUHY IUTENBHOTO NOAKIIOYEHUS 10 ipoTokony EAP-PEAP

2 IlpakTnyeckas AEMOHCTPAIMSl  Pa3BUTUS  psAa  arak, BKJIOYas  aTaky
BO3MO:KHOCTH peajun3zanuun aTakM pachbUIeHUs Maposied (Kak Ha OeCTpOBOAHYIO
nepevucaeHNs MoJIb30BaTesei CeTh, TAK U HA APYTrHe KOPIOPATUBHBIE CEPBUCHI,

AHamm3  (QYHKIIMOHUPOBAaHUS  CepBEepa HHTETPUPOBAHHBIC B HHDPACTPYKTYPY
Microsoft NPS, pa3BepHyToro Ha miargopme oOpraHumsaluu), a Takke TMpPOBEACHHUE aTak,
Windows Server 2022, BBIIBHI BO3MOKHOCTH OCHOBAaHHBIX  Ha  METOJAaX  COLHMAIBHOMN

OonpeAcCICHUA CYIIECTBOBAHUSA YUCTHBIX 3aImcen

WH)XXEHepuu (Hampumep, (QUIIMHTOBBIE aTaKh

noip30Baresieid B jgomMeHe Microsoft Active Tpm  HamMYMKM  KOPIIOPATHBHON  TOYTOBOU
Directory. JlaHHblii MexaHU3M (aKTHYECKHM HH(PACTPYKTYpHI).

JEMOHCTPHUPYET HaJIN4ne YSI3BUMOCTH, [lporiecc  arakm  Ha  TEPEYHCIICHUE
CBSI3aHHOM C BO3MOJKHOCTBIO MEPEUYHMCICHHMS IOJIb30BaTesied  MOXET OBbITh  MOJIHOCTBIO
nonb3oBareneit (User Enumeration), 4To MOKeT — aBTOMAaTU3WpOBaH. B kauecTBe MOATBEP KICHUS
ObITh ~ HCIOJNIB30BAaHO  HEABTOPM30BAHHBIM  JIAHHOM  BO3MOXHOCTH ~ ObLT  pa3zpaboTaH
3JI0yMBIIIICHHUKOM, o0najgaroImuM  JeMOHCTPALIMOHHBIN MIPOrpaMMHBIH
¢u3n4YeckuM JOCTYIIOM K 30HE JEHCTBMS MHCTPYMEHT C  HCIIOJIb30BaHHEM  fA3bIKa

OECTIpOBOJTHOM CETH, MJIsi BBISBICHUS TIEPEUHS

nporpamMmupoBanus Python u ero cranmapTHbIx

YUETHBIX 3alucel, 3aperucTpUpOBaHHBIX B  OMOIMOTEK subprocess, time, 0s U argparse.

KopriopatuBHOM niomeHe Active Directory [6]. B Pa3zpaboTtannsbrit WHCTPYMEHT
JaTbHENIIIEM MOJTY4YEHHBIH CIIMCOK MOXKET ObITh  OCYLIECTBIISICT aBTOMAaTU3WPOBAHHBINA IPOIIECC
3a7eCTBOBAaH 37I0yMBIIIICHHUKOM Uil ayTeHTH(UKALUH MOJIb30BaTeNeH B
HHDOOPMAIIUA U FE30ITACHOCTA. 2025. T. 28. Buin. 2 213
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OecipOBOJHBIX  ceTsX  craHgapra WPA2-
Enterprise ¢ ucnonb3oBanrem mMexannsma EAP-
PEAP u nporokona MSCHAPv2. Ha nepsom
Tare ¢yHKHHOHHpOBaHHﬂ BBITIOJIHACTCSA
o0OpaboTka BXOIHBIX rapameTpoB,
nepeaBaeMbIX Yepe3 apryMEHThl KOMAaHIHOM
CTPOKH, BKJIIOYAsS uAeHTU(PUKATOD
6ecripoBoHOro MHTEpGetica, SSID cetn u myTh
K (ailmy, coaepxkamieMy IpeaBapUTEILHO
COCTABJICHHBIN MEPEYEHb UMEH I0JIb30BATEIICH.
3areM  OCYyIIECTBISIETCS  IOCJIENOBATEIBHOE
CUMTBIBAHHE CITHCKA MOJIb30BATENEH, TOCTIE YETO
JUTSL K&KIO0T0 U3 HUX MHUIMUPYETCS MpoLeaypa
YCTAHOBJICHUS] COCIUHECHHUSI.

Ilepen KaXKI0U HONBITKON
ayTeHTU(UKAIINH, c HCIIOJIb30BAHUEM
MHCTpyMeHTa tshark akTuBHpyeTCsl MacCUBHBII
cbop cereBoro Tpaduka, CoIEPKaIICTO MAKEThI
npotokona EAP/EAPOL. Jlanee co3naercs

HOBO€ TIOJKIIOYEHHE K CETH C 3aJlaHHBIMU
napamerpamu,  Biiaroyaromumua  SSID wu
QITOPUTMBl  ayTEHTHU(PHUKAIMH, TOCIAE Yero
WHUIMUPYETCS TPOIECC TepeAadyd YYETHBIX
naHHbIX. [lo 3aBepiieHrH MONBITKH COSAMHEHUS
BBITOJIHSACTCS] aHAJIN3 3aXBAYEHHOTO Tpaduka C
LEeNbI0 Olpe/eNieHUs  OTBETa  cepBepa
ayTeHTU()UKAMU M YCTAaHOBJECHUS CTaTyca
M0JIb30BaTeNs («y4YeTHasl 3alUCh CYIIECTBYET»,
«yCHeInrHas ayTeHTU(UKAIIHSD WA
«TONb30BaTeNlb ~ HE  3apEeTUCTPUPOBAH B
CUCTeME»). 3aBeplIalonIuii  dTanm  paboThI
BKJIIOYAE€T OYMUCTKY BpPEMEHHBIX JIaHHBIX,
ynanenue PCAP-aiina wu  mepexom K
ClIeyIolIeMy HIeHTU(UKATOPY U3 CIIHCKA.

ITpouecc (GyHKIIMOHUPOBAHUS
pa3paboTaHHOTO HWHCTPYMEHTa U Pe3yJbTaThl
ero paboTHI MpeICTaBICHBI Ha PUC. 8.

L$ sudo python3 user_enumeration_enterprise.py --iface wlanl --ssid "enterprise_lab2" --names_file names.txt

Npobyem nogknouMTbLCA Kak ‘john' ...
john: Monb3oBaTeno He CywWecTBYeT
Mpobyem NOAKNKYMTBCA KaK 'petr' ...
petr: Monb3oBaTens cywecTsyeT
Npobyem NoAKNOUMTBCA Kak 'ivan’ ...
ivan: YcnewHana asTopM3auua

MpobyeM NOAKNOUMTLCA KaK 'alex” ...
alex: Monb3oBaTenb He CywecTByeT
Npobyem NoAKNOUMTBLCA Kak 'georgiy’ ...
georgiy: Monb3ogaTens cywecTsyeT
Npobyem NOAKNOYMTBLCA KaK 'semen’ ...
semen: Monb3oBaTenb He CyWECTBYeT
Mpobyem NOAKNOYMTLCA KaK 'maria’ ...
maria: Monb3oBaTenb cywecrsyer

&
o
&
&
&
2
&
4
&
&
o

Puc. 8. ABTOMaTH3UPOBAHHBIN MPOIIECC MIEPSUNCIICHIS TOJIL30BATENICH C HCIOb30BaHueM Enterprise-ceTu

3]IpuMeﬂeﬂue aTaKu IICPCUYHUCTCHUA

onepanuit u MOHUTOPHHIA Tpaduka.

NoJIb30BaTesei U CIoco0bI eé¢ becnpoBogHoll uHTEpdeiic nomkeH padboTaTh B
NPOTUBOAEHCTBUS yopaBisieMoM pexume (managed mode) wu
PazpaboTrannbiii JEMOHCTPAIIMOHHBIA  TOJAEPKUBATh ayTeHTU(DUKAINIO 110 CTAaHAAPTY
WHCTPYMEHT, XOTS W TO3BOJISIET ocymecTBIsaTh WPA2-Enterprise.
aTaky Ha TepevucIeHHe  MOJIb30BaTesei, KitoueBbIM HEOCTATKOM HCIIOJIb3YEMOI0 B
oOmanmaer OTPaHUYCHHOU MPAaKTUYECKOH HWHCTPYMEHTE TMOJXOAa SBJSETCS HEBBICOKAS
3HaYMMOCTbI0. ODTO OOYCIIOBJIEHO IPOCTOTOM CKOpPOCTh pPabOThl. ATaka Ha IepedyHcIeHHe
NPUMEHSEMBIX ~ KOMIIOHEHTOB W BBICOKMM  TIOJIB30BaTENIe  peajn3yercsi  MOCPEICTBOM
ypOBHEM  aOCTpaKIMHM, HEOOXOAMMBIM Il TOJIHOM MHHUIMANU3alMK  TMOAKIIOUEHUs K
obecrieueHus YHUBEPCATLHOCTH pabotel  OecnpoBoaHOMU ceTu. B cpenHem oHOM ceTeBOi
MHCTPYMEHTa B OTHOLICHMHM OECHpOBOJIHBIX KapTe TpeOyercs okono 15 cekyHny (B
TOYEK JIOCTyIA Pa3InYHbIX TPOU3BOAUTENCH. 3aBUCHUMOCTH OT XapaKTEPUCTHUK TOYKHU JIOCTYIIA)
Tak, 1 KOPpEeKTHOTO (YHKIIMOHUPOBAHUS  JJII  TPOBEPKH  CYIIECTBOBAaHHMS  OJHOTO
YTWINTBL TpeOyeTcs ONepaluoHHas CUCTeMa  IOJIb30BaTesl.
cemeidictBa  Linux ¢ yCTaHOBJIECHHBIMU B cmywae, ecnium B opraHuzanuu
nHcTpymeHTamu nmcli u  tshark, a Takke mnpumensiercss (opmMaT HMMEHOBAHHS YYETHBIX
HAIMYWE aJMUHUCTPATUBHBIX TPUBWIECTHH, 3amucedl Buaa «ums_damunusy (Hampumep,
HEOOXOJMUMBIX JUIS  BBIMOJMHEHHsSI ceTeBbIX  «aleksandr ivanovy), [MOTEHITHAILHBIN
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3JIOyMBINUICHHUK, ucnonb3ys 1000 nHamboiee
pacripoctpaneHHbIX ¢amunuii 1 100 Hambonee
MOMYJISIPHBIX ~ WUMEH,  OyJeT  BBIHYXJEH
npoBeputh 100.000 BO3MOXHBIX  YYETHBIX
3amuceit. Ilpum Tekymel CKoOpocTH paboOThI
YTWINTBI ATOT Ipoliece 3aiMeT nopsaaka 17 nuei
HENpPEephIBHOM pabOThl, YTO MOXET CHIIBHO
3aMEUINTh TIpollecC AaTakKu U IPUBECTH K

OOHApY)KEHHIO  aTaKyIoIIero  CPeICTBaMHU
3allIUThI NI COTpyAHUKaAM OTACIOB
MOHHUTOPHHTA.

Jlist  yckopeHWsT ~— aTakh  BO3MOXKHO
UCTIOJIb30BaHUE HECKOJIbKUX CETEBBIX
UHTEpPEICOB, YTO  MO3BOJUT  HPOBOJIUTH
napajielIbHOe TEPEYHCIICHUE T10JIb30BaTelNeH.
Onnako CYyILIECTBEHHOE MOBBIIICHHE

MIPOU3BOIUTEIILHOCTH MOXET OBITh JOCTUTHYTO
MpU TPUMEHEHWH HU3KOYPOBHEBBIX METOJ/OB
WHUILHAIIM3AIUH TTOIKIIFOUCHUS K OECIIPOBOTHOM

cerH, HaTIpUMep, c HCIIOIL30BaHUEM
OuOIMOTEKH Scapy IUTST SI3BIKA
nporpammupoBanusi  Python [7].  Opnnako

JAHHBIM TOAXO0J] CONPSDKEH C TEXHUYECKUMHU
CIIO)KHOCTSIMH, CBSI3aHHBIMM C pPa3jIMuUsiMU B
(YHKIIMOHMPOBAHUU OECHPOBOJHBIX CETEBBIX
ajanTepoB, UYTO  3aTpPyIdHSET  pa3pabOTKy
YHHUBEPCAJIbHOIO MHCTpyMeHTa. TeM He MeHee,
peanuzanus CHEeHaTIN3UPOBAHHOTO
MHCTPYMEHTA, TEHEPUPYIOLIETr0 NHANBUIYAIBHO
COCTaBJICHHbIE  MAKEThl  JJII  KOHKPETHOM
OecrpoBOTHOM CeTH, IIPEJICTaBIISETCS
BO3MOXXHOU. BHepeHne no1o0HOro Mexanusma
CYILIECTBEHHO IOBBICUT CKOPOCTb  PabOTHI
YTWINTBI, YTO CAENAeT JaHHBIA METOJ AaTaKu
IIPAKTUYECKH 3HAYUMBIM.

[Tpu paccMOTpeHHH BO3MOXKHBIX CIIOCOOOB
3aIUTHl OT JAHHOW aTakW CIEAyeT YYHUTHIBaTh,
4TOo OJHMM u3 HauOosee 3(P(HEKTUBHBIX
pELICHN SBISIETCd  UCIOJIB30BAaHUE CUCTEM
MPEIOTBPALECHUS BTOPKEHHUM, aHATU3UPYIOLIUX
oOparieHus K KOHTpoJuliepy JoMeHa. B mporecce
aTakd Ha  [epeuyucieHHe  MOoJib30BaTelen
COBEpIIAECTCA  3HAUUTENIBHOE  KOJIMYECTBO
HEyJIayHbIX TOMBITOK ayTeHTH(QHUKAIUHU, YTO
MOXET  OBITh  BBIBJICHO  COBPEMEHHBIMH
CUCTEMaMHU MOHHUTOPHHTA, CIIOCOOHBIMU
3a()UKCHpPOBaTh AHOMAJbHYIO AaKTUBHOCTh H
chopMHUpPOBATHh HHIIMIACHT O BO3MOXHOM aTake.

Eme oIHMM BaXHBIM aCHEKTOM 3alllUThI

MPEIOCTABIICHUE TMpaB Ha TMOAKIIOYEHUE K
OecripoBoHOM Enterprise-ceTy UCKIIOYUTENHHO
TEM COTPYJHHKaM, KOTOPHIM 3TO HEOOXOIUMO
JUISE BBITIOTHEHUS CITY)KEOHBIX O00S3aHHOCTEH.
Takoil mnoaXxoA OrpaHUYMBAET BO3MOXKHOCTH
3JIOyMBIIIJICHHUKA TOJIYYUTh MOJHBIA NEPEUYEHb
YYETHBIX 3alUCEN KOPIIOPATUBHOTO JOMEHA.

JIOMOTHUTENBHO CJIENYET YUYUTHIBATH W
(dbuzmvecKkrue Mepbl 3aluThl. Peanu3anus aTaku
BO3MOXXHA  TOJIBKO npu HaJIHYUH y
3JIOYMBIIIJICHHUKA JIOCTyNMa K OECrpoBOIHOMY
CUTHAIY. Takum obpa3zom, yCHIICHUE
¢bu3mveckoil  OoXpaHbl O0BEKTa, a TakKKe
KOHTPOJIb MOIIHOCTH CHUTHaJa TOYKH JOCTYIIa,
HCKJIIOYAOIIMKA  €ro  pacrnpocTpaHEHHE 3a
MpeAesibl KOHTPOJIMPYEMOU 30HBI, 3HAUUTEIHEHO
CHIKAIOT BO3MOKHOCTH YCHEUIHOr O
OCYIIECTBIICHUS aTaKH.

Kpome TOro, omaum w3 Hauboiee
OYCBUIHEIX  CIIOCOOOB  3alllUTHI  SBJACTCS
MOJTHBIM OTKa3 OT HCIOJb30BaHUs Enterprise-
ceTel B IMoyb3y ceTeil, paboTaromux 1o
Mexanu3my PSK. OnHako Takoi mo1Xo1 HECeT B
ceOc  JIOMOJIHUTENIbHBIE  PUCKH,  BKJIIOYas
BO3MOkHOCTh arak Ha PMKID, skcrutyaranuro
ys3eumoctd Evil Twin, a Taxke mepexBaT

YETBIPEXITAITHOTO PYKOIIOXKaTHS (4-way
handshake) [8]. Ilomumo 23TOrO, BaXHO
yuuThIBaTh, uTO Enterprise-cetn, 3a cyér
npuMeHeHust  cropoHHero  Radius-cepsepa,

o0ajaloT PpAIOM MPEUMYIIECTB, TAaKUX Kak
rHOKOCTh  HACTPOWKM W  HMHIUBUAyalIbHAS
ayTeHTU(UKALUsA, YTO OTCYTCTBYET B CETAX C
€IMHBIM TIPEAYCTAHOBJICHHBIM KITFOUOM.
HauOonee  GmaronmpusTHBIM  pELICHUEM
JaHHOW TMpoOJeMBbl MOXET CTaTb BBIIYCK
ounmaneHoro wucnpasieHuss ot Microsoft,
YCTPAHSIOIIETO  BBIBJICHHYIO  YS3BHMOCTb.
Omunbka, BO3HUKAWOWIAs TOCHIE MOJyYEHHS
KJIMEHTCKOTO 3ampoca Response Identity u
yKa3bIBaloIlasi Ha OTCYTCTBHE IOJb30BATENS B
JIOMEHE, MIPEOJIOKHUTEIBHO SIBIISICTCS
PYOMMEHTapHbBIM MEXaHU3MOM ONTHMM3ALUU
ceteBoi Harpy3ku. Texnonorust Microsoft NPS
aKTUBHO pa3BHUBaeTCs C MOMEHTa BBIXO/a
Windows 2003, To ects Ooiiee 20 j1eT Ha MOMEHT
HamucaHus JaHHOW paboTsl [9]. B MomeHT ero
pa3pabOTKH  BBIYUCIUTENBHBIE  MOIIHOCTH
CETEBbIX YCTPOMCTB OBUIM 3HAYMTEIHHO HUXKE

SBIIETCS peaju3alus NPUHLWIIA MUHUMAJIbHO COBPEMEHHBIX, W  paHHEEe  3aBeplLICHHE
HEOOXOMMMBIX  mpuBwiernid. B nmaHHoM  ayTeHTH(UKanuw, npu OTCYTCTBHH
KOHTEKCTE 3TO MOJKHO paccMaTpuBaTh, KaK IOJb30BaTeiasi B JOMEHE, MOrJo  ObITh
HUHDOPMALIHA 1 BE3OIIACHOCTS. 2025. T. 28. Bun. 2 215



VA3BUMOCTbD ITEPEUUCIIEHUA YUYETHBIX 3ATIMCEN B KOPITOPATHUBHBIX WI-FI CETSX ...

peann30BaHo c LEJIBIO 9KOHOMHHU
BBIUHCIIUTENBHBIX pecypcoB. B momnb3y 3Toro
IIPEIOI0KEHUS CBU/IETEIILCTBYIOT
MHO>KECTBEHHBIE ~MEXaHM3Mbl  ONTUMU3ALMU

CETEBOU Harpy3Ku (HampuMep, Py PErTUKaIUH
KOHTPOJJIEPOB ~ JIOMEHAa) pa3paboTaHHBIE B
pamkax  Active Directory u  4acTH4YHO
COXpaHUBIIKECA 10 Hacrosulero spemenu [10].
OpHako B COBPEMEHHBIX YCJIOBHSIX SKOHOMMS

pecypcoB, co3armomias Yrpoly  pacKpbIThs
HHPOPMAIIMK O TIOJTB30BATENIAX TOMEHA, MOXKET
OKa3aTbCsa HeOHpaBI[aHHOfI, YUUThIBasA
BO3POCIIYI0  BBIYHCIHMTEIBHYIO  MOIIHOCTh
000pyIOBaHUS.

File Edit View Go

R Apply a display filter ... <Ctrl-/>

No.  Time Source

1 0.000000000 6e:9e:f3:87:46:
2 0.001272501 Alfa_af:64:

3 0.910237339

4 0.910529741

5 0.015104502

6 0.015895992

7 0.022573498

8 0.022767511

9 0.026823056

10 0.629741916

11 0.040440462

12 0.040754922

13 0.045053030

14 0.045217496

15 0.049526493

16 0.049858296 TLSv1.2
17 0.054455112 TLSV1.2
18 0.054710432 i 5 TLSv1.2
19 1.064441458 6e:9e:f3:87:46: L 8 EAP

Destination
Alfa_af:64:b7 EAP

TLSv1.2
TLSv1.2
TLSv1.2

Protocol Length Identity Info
23

NutepecHo OTMETHTH, YTO B APYrou
obmenoctynHoil peanu3anuu  Radius-cepsepa,
nyomuuHomy  IIO  FreeRADIUS,  nannas
ys3BUMOCTh ~ oTcyTcTByeT (puc. 9) [3].
OTcyTcTBHE  YS3BUMOCTH W KOPPEKTHOE
MOBEJCHHE CepBepa B Clydae 3ampoca K
HECYIIECTBYIOIIEMY MOJIb30BATEITIO
MMOATBCPIKAAIOT BO3MOXHOCTbH BHCOPCHUA
ucnpasnenus st Microsoft NPS. Ha puc. 10
NPUBEJCH MpHUMEP  HEYCHEIHOW  paboTHI
pa3pabOTaHHOH  YTHJIUTBI B  OTHOIICHUHU
OecripoBogHOM Enterprise-ceTu, NCTIOIB3YIOMICH
FreeRADIUS, uyto nemoHcTpupyeT Hamuuue
CYLIECTBYIOILIETO pPEIICHUS Uil YCTPaHCHHS
JTAHHOM MPOOJIEMBI.

Request, Identity

Response, Identity

Request, MD5-Challenge EAP (EAP-MDS-CHALLENGE)

Response, Legacy Nak (Response Only)

Request, Protected EAP (EAP-PEAP)

Client Hello

Request, Protected EAP (EAP-PEAP)

Response, Protected EAP (EAP-PEAP)

Server Hello, Certificate, Server Key Exchange, Server Hello Done
Client Key Exchange, Change Cipher Spec, Encrypted Handshake Message
Change cipher Spec, Encrypted Handshake Message

Response, Protected EAP (EAP-PEAP)

Application Data

Application Data

Application Data

Application Data

Application Data

Application Data

Failure

Puc. 9. JlemoHcTpauus oTCyTCTBHE YSA3BUMOCTH IIPH NOAKIIOUeHNHU K Enterprise-cery, ucnons3ytomeit FreeRadius

$ sudo python3 user_enumeration_enterprise.py --iface wlanl --ssid "enterprise_lab4" --names_file names.txt

NMpobyem noaknwYuTbCA Kak 'john' ...
john: Monb3oBaTenb CylwecTeByeT

MpobyeM NOAKNOYUTBLCA Kak 'petr' ...
petr: MNonbsoBaTenb cyuecTeyeT
Mpobyem noAKNWYMTLCA Kak 'ivan
ivan: YcnewHasa aeTopu3auua

Mpobyem noakni4MTbCA Kak 'alex' ...

v

alex: Monb3oBaTenb CYUECTBYeT
MpobyeM noAKNiYUTLCA Kak 'georgiy’ ...
georgiy: Monb3oBaTens cylecTeyeT
NMpobyeM NOAKNKYUTBLCA KaK 'semen' ...
semen: Monb3oBaTens CywecTByeT
Npo6yem noAgknmiuMTbCA Kak 'maria’ ...
maria: Monb3oBaTenb CyuecTByer

SRIQPUQYIRPIQREQYTY

Puc. 10. lemoHCTpaiys HeycriemHoH paboThl yTHINTH B oTHoLIeHNH Enterprise-cetn, ncnonssyromied FreeRadius

3akiloueHue

B xope mpoBeneHHOTO MccaenoBaHus ObIIIO
YCTaHOBJIEHO, YTO PEIIEHUsI, COOTBETCTBYIOIIUE
COBPEMEHHBIM  JIYYIIUM  TpPAKTHKaM |
WCIOJIBL3YIOIIUE OJMH U3 HanboJiee MOMmyIIpHBIX
RADIUS-cepsepos, MOTYT CoJIepXKaTh
YS3BUMOCTH, TMOTEHIUATBHO MPEACTABISIONINE
yrpo3y 0€301acHOCTH.

OOHapyXCHHBII HEJIOCTATOK, CBS3aHHBIN C
BO3MOXKHOCTBIO TEPEUUCIICHHS MOJIb30BaTeNeH,
a TaKxe peanu3anus UHCTPYMEHTA,
MO3BOJIAIONIETO  AKCIUTyaTHPOBaTh  JaHHYIO
ySI3BUMOCTh,  TOJYEPKUBAIOT  BEPOSTHOCTD
CO3JIaHUs Oornee YHUBEPCATbHBIX "
BBICOKOCKOPOCTHBIX ~ PEIICHUH, 3HAYUTEIBHO
VIPOIIAIINX Ipoiecc cOopa MHPOPMAITUH O
COTPYJHUKAX OPTraHHM3allii — YUCTHBIX 3aIHUCAX
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JIOMEHa. JTO, B CBOIO 0YePe/Ib, MOKET MOBBICUTD
3QPEKTUBHOCTh  pa3BeAbIBATEIbHBIX  aTaK,
co3/laBas MPEANOCBUIKA JUIS  JaJbHEUIINX
JICHCTBUIM, HANpaBJICHHBIX Ha  IIOJY4YCHHE
HECaHKLIMOHUPOBAHHOTO JocTyna K
KOPIIOPAaTUBHOM CETH.

Pa3zpaboTka u npumeHeHne oQpUIMATBLHOTO
UCIIPABIICHUS MOKET CI0COOCTBOBATH
UCKITIOYCHUIO  BO3MOXXHOCTH  JKCIUTyaTalllH
ysa3BuMocTd. Ero peammszauus Ha ypoBHE
Microsoft NPS mpexacraBisieTcsi TEXHUYECKH
OCYLECTBUMOH, 4TO [IOATBEPKAAETCS
MIPUMEPOM KOPPEKTHOM 00paboTKu
AHAJIOTHYHBIX 3alIPOCOB K OECIPOBOIHON CETH,
ucnoap3ytomein FreeRADIUS. Bmecte ¢ tem
CYIIIECTBYET BEPOATHOCTh, 4TO Microsoft He
PacCICHUT BBISBICHHYI0 OCOOEHHOCTH DPaOOTHI
RADIUS-cepsepa KaK ySI3BUMOCTb.
AHaJIOTUYHBIN TPENEeeHT YK€ HMEN MECTO C
psmom mpoayktoB Microsoft, Bkimowas Outlook
Web Access (OWA) u Active Directory
Federation Services (AD FS), raoe anamus
BpPEMEHH OTKJIMKa  cepBepa  IO3BOJISI
OTIPEICITUTh HAJIMYME YUYETHOW 3amucu B Active
Directory. HecmoTps Ha mOnyIsipHOCTh TaHHOTO
METOAa aTaku, COTpynHuKH Microsoft He
NpU3HAIM  YA3BUMBIA ~ MEXaHH3M  yIpo30ii
6e3omacuoctm [11].

B cmydae otcyrcTBUs
UCIIPABIICHUS co CTOPOHBI Microsoft
OpraHM3alysM  pPEeKOMEHIYeTCs  MPUMEHSTh
METOJIbI 3aIUTHI, MPEACTABIICHHBIC B JIAHHOW
pabore. OrpaHuueHue 4UHCIa COTPYIHUKOB,
MMEIOIINX JIOCTyn K OecripoBoaHON Enterprise-
CEeTH, a TaK)Ke BHEJIPEHHE CHCTEM MOHUTOPUHTA,
CIIOCOOHBIX B PEAlbHOM BPEMCHH BBISBIIATH H
pearupoBaTb ~Ha  aHOMAJbHBIE  TOMBITKU
ayTeHTU(UKAINNA, MOTYT CYIICCTBEHHO CHU3HUTD
BEPOATHOCTH YCIEIIHOTO MPOBEACHUS aTaKHU.

Taxkum oOpazom, HECMOTPS Ha
MOTEHIIMAJIbHO BO3MOXKHBIE OTpPAHUYEHUS B
BONIPOCE YCTPAHCHWM JAaHHOW YSI3BUMOCTH Ha
ypoBHe Microsoft, rpamoTHas opraHuzaius
3alIUTBl  KOPIIOPATUBHBIX CETEH IO3BOJISICT
MUHUMHU3HPOBATH PUCKHU €€ IKCILTyaTalllu.
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USER ENUMERATION VULNERABILITY IN ENTERPRISE MICROSOFT NPS-BASED
WI-FI NETWORKS

V.P. Los, A. G. Ivanov, R. E. Prosvetov

With the evolution of mobile computers and smart devices, more and more organizations are
implementing enterprise wireless networks focused on modern security standards. One of the key
elements of such networks is the use of Enterprise-authentication based on Radius server, among which
Microsoft Network Policy Server (NPS) is widely used. This server attracts attention due to its easy
deployment and convenient integration with the existing Active Directory domain infrastructure, which
makes it a popular solution for centralized user authentication. In the current research, a weakness of
Microsoft NPS was identified which allows unauthorized users to enumerate corporate domain
accounts. This paper discusses this flaw in detail, analyzes the mechanisms and methods for exploiting
it, and proposes a method for automated implementation of the attack. In conclusion, recommendations
are provided for correcting the detected flaw.

Keywords: wireless networks, user enumeration, Enterprise-network, vulnerability, weakness,
exploitation, exploit.
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